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Safety requirements

The key reader may be installed and serviced only by authorized personnel.

Before installation, read this manual carefully to prevent from any damage that might affect the
operation or cause a total failure of operation of the key reader.

Always switch off the power supply before powering the key reader with electricity.

Any modification or fixing procedures performed not by the manufacturer will make the warranty of the
key reader void.

E Please be aware of the environment and do not discard the hardware which is no longer in use
Lo together with general waste.
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1 Description

iButton electronic key reader can be wired to TRIKDIS control panels SP131 and CG17. iButton key reader
is used as control keypad to Arm or Disarm the alarm system.

Each iButton key has a unique number, which needs to be written into the control panel. This ensures
security, as the system can be controlled only with keys that are paired to the system.

This document will guide you how to connect the iButton key reader to both security panels.

1.1 Technical data

Parameter Description

Max voltage on reader’s contact 12V

Max voltage on LED power supply 1.8V

Operating temperature From -40°C up to +85°C
Operating humidity Up to 70%
Wires White - 1 wire signal Grey — GND Green (+), Yellow (-), Brown (+)

— for LED connection

2 Package contents

iButton electronic card reader with plastic holder 1 pc.

iButton electronic key 1 pc.

3  Wiring schemes and installation

3.1 Fixing the unit

Connect the wires to the reader. Fix the iButton reader to the wall with two screws.
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3.2 iButton reader and security control panel CG17 wiring scheme
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The output xOUT must be set to the "System State" type.
Security alarm is on - the iButton reader light is red.
The security alarm is off - the iButton reader light is yellow.

3.3 iButton reader and security control panel SP231 wiring scheme
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The output LED must be set to the "System State" type.
Security alarm is on - the iButton reader light is red.
The security alarm is off - the iButton reader light is yellow.

Note:

More than one reader can be connected to the 1-Wire bus.

4 Setting operational parameters with TrikdisConfig

1. Turn on power supply to the security control panel.

2. Download and install TrikdisConfig software from www.trikdis.com/It/ (type in , TrikdisConfig” in
the search field to find it).

3. Connect one of the security panels (SP231 or CG17) to the PC using USB Mini-B cable.

4. Launch TrikdisConfig. The software will recognize the unit automatically and the configuration
window will open.

5. Press Read[F4] to retrieve all the operational data form the unit. Input administrator’s or installer's
code in the pop-up window, if required.

4.1 Pairing iButton contact keys with the security unit SP231

In TrikdisConfig window, Users tab, system users’ rights to control the security system are stored.

www.trikdis.com
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# TrikdisConfig 1.66.10 SP231 181003135207 *SP231 — o X
System Options

[, Eit el 977—’ iButton Code o

CE— St oganmin | [sop e pogarenns |

‘ Zones [ - ™ 3

| PGM L 1 2 |Partitions controlieg by tUser controlled partitions

l Reporting ‘ . Name Teiephone No Keypad code iButton code RF Pendant iD Dl Wiﬁu«oﬂ RF PendP1 P2 P3 P4

" Master |Master 37060123456 | eses 000010152ECT |N/A 1 1 na | O3 CD =
Keypads, Expanders ‘ 3| (| (el [

USER 02 |u2 cses 000000000000 |N/A NA  [na A | D

‘_Tempefaw’e Sensors | [usero3|us ~ 000000000000 |N/A S 79 (7 (] ] ] ]

| RS485 modules | |useroa|us sese 000000000000 |N/A NA na (na |

= = . P P U TIRA

‘ Event Summary ‘ USER 05 [u4d eoes 000000000000 |N/A N/A |N/A |N/A I:‘ I; :;I i

= | | USER 06 000000000000 |N/A S 7S 779 | I ) [

Pairing the IDs of the keys of iButton is performed in the field iButton code:

1. When the button Start iButton programming is pressed, all the keys that are initially provided with
the system will be paired in the order;

2. To finish the process of key pairing, press the button Stop iButton programming;

3. Adesignated area which is in control of the key must be assigned in the column iButton;

4. Press Write[F5] to store all the settings to the memory of security panel.
To remove iButton key code, input 12 zeros (000000000000) instead of the current key code. Contact key
codes might be transferred by copying them.

If the iButton code is set to 12 zeros and a new key is assigned to another user, the latter will be assigned
as a Master user automatically. Thus, if no Master user is needed when iButton programming is finished,
the key of the Master user is recommended to set to, for example, 000000000001.

4.2 Pairing iButton contact keys with the security unit CG17

Contact key pairing is performed via software TrikdisConfig
1. Input the ID of the contact key in the table “iButton keys”;

2. Assign the key to the user (for example, to assign the key to user No. 3, the ID9 needs to be changed
to ID3);

3. Choose the action to be performed by the system when the key is put on the key reader: no action
/ arm the security system / disarm the security system / arm and disarm the security system.
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M TrikdisConfig 1.66.10 CG17_1210 - m] ®
LkProgam  SAction [ About
{ System Options l m SMS answer text 2 1 :_3
et T e E——
& Re = Users & Reporting to User f : ,. ’
[ Modules ID  Name Tel number Code Areas A D PGMACKRECFWD ID |user  [iButton code Control
| Wirsless I 1 |Master +37060123456 1111 (1 - ||| ] |M] ]| 4] 1 Jip3  |000001D8A0A2 ||Arm & Disar
2 |User2 ne |1 - [ () (] . 2 |pz |oooo101526C1 [arm & Disar
\ Zones 3 |User3 1333 |1 - O{djaia 3 |09  |000000000000 ||Arm & Disar
| PGM 4 |Users aaaa 1 IO O)CE O 4 |pbo  |000000000000 ||arm & Disar
| Sensors 5 |Users (RS |2 (2] o o ] 5 |D9  |000000000000 ||Arm & Disar
6 |User6 1 o 172 {2) g ) (| 6 |io9  |000000000000 ||Arm & Disar
‘ System events : = : =
7 |User7 (IR | [l [ o | 7 |9 |000000000000 ||Arm & Disar
[ Events Log 8 |User8 1 s ][] (]| 8 |os 000000000000 ||Arm & Disar
‘ Firmware J 9 lipg 000000000000 | |Arm & Disar
= 10|09 000000000000 Arm & Disar|
csondsmenalll= i Sl sousod] | e
Show passwords 12|Dg 000000000000 | |Arm & Disar|
Enable connection . |
Default setti
Ak - Parallel reporting O o =
ID9 permisions iButton]
Communicator - PROTEGUS Cloud access Code 123456 { .
settings Arm
IMEl/Unique ID: Disarim
867481036357527
Status: Ready Device: CG17_1210 SN: 000336 BL: 1.02 FW:1.11 HW: State USB Role: Administrator

4. When the configuration is done, press Write[F5] and all the settings will be stored in the memory
of the security panel.
The pairing of contact keys might be performed with iButton key reader itself.

1. If the list “iButton keys” is empty, the first key that is touched to the reader is assigned and stored
as the first key in the system. Master key role is assigned to the key.

2. Toturn onthe new key pairing mode of the reader, a Master key needs to be touched to the reader
for no shorter than 10 seconds.

3. To pair the keys of the users with the system, touch and hold the key on the reader one after
another.

4. When the pairing of new keys is finished, touch the reader with the Master key to turn off the key
pairing mode of the reader.

5. Toremove all the keys from the system, touch and hold the Master key on the reader for no shorter
than 20 seconds.

Important: The role of the Master key — to enable and control the pairing of new contact keys.
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